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(2) LEARNING OUTCOMES  

Learning Outcomes 

The theoretical part of the course extends the classic automatic control systems with the modern 
technologies, mechanisms and abstract interfaces proposed in the Internet of Things for remote 
monitoring, control of devices and facilities, data visualization, decision making, resource 
management, user friendliness. Therefore, the basic cycle of autonomous systems that obeys the 
“Monitoring - Decision – Execution” triptych, on the Internet of Things needs to be generalized in 
order to acquire scaling and application capabilities ranging from the narrow confines of a home, 
greenhouse or industry to coverage of entire cities, geographical areas or even global coverage. In 
this light, the possibility of communication and interoperability between remote entities that are 
subsystems of the same overall system or application becomes particularly critical. 
Upon successful completion of the course the student will be able to: 
1. Understand the basic architecture of Internet of Things systems and applications. 
2. Interconnect various types of sensors (e.g. environmental sensors, infrared sensors, ultrasonic 
sensors, RTC) and actuators (e.g. relays and motors) with microcontrollers. 
3. Interconnect microcontrollers via serial communication protocols (e.g. I2C, SPI, UART). 
4. Program and install wireless sensor networks (Wireless Sensor Networks) over popular data 
communication protocols (e.g. Bluetooth, Ethernet, WiFi). 
5. Control nodes via internet and / or mobile devices. 
6. Collect, process, visualize data related to sensor networks. 
7. Compile its own applications for the Internet of Things. 

General Skills 

• Search, analysis and synthesis of data and information, using the necessary technologies 

• Adaptation to new situations 

• Autonomous work 

• Teamwork 

• Work in an interdisciplinary environment 

• Production of new research ideas 

(3) SYLLABUS 

Theoretical Lecture Units 
• Sensors’ classification and technologies 

• actuators’ classification and technologies 

• microcontrollers’ technologies 

• basic serial communication protocols 

• network technologies and interconnection protocols 

• sensor network technologies 

• wireless networking technologies 

• LPWAN networks 

• technologies for the organization of the network and processing infrastructure on the 

server side – virtualization of resources 

• decision making and data processing techniques 

• closed loop distributed systems 

• interfaces and interaction protocols with emphasis on mobile and web-based 

implementations 

• Machine-to-Machine (M2M) message exchange protocols 

• interaction between physical and virtual worlds 

• security issues related to data exchange and systems interconnection 

• industrial Internet of Things 



• practical applications and examples 

Laboratory Exercises 
The proposed laboratory exercises aim to support the theoretical part of the course with emphasis 
on the implementation of IoT applications. Laboratory programming exercises will be performed in 
Arduino and Raspberry Pi environments using various sensors and actuators related to: 
1. The interconnection with the internet of different types of sensors (e.g. environmental sensors, 

infrared sensors, ultrasound sensors, RTC) 

2. The interconnection with the internet of different types of actuators (e.g. relays and motors) 

3. Various serial communication protocols (e.g. I2C, SPI, UART, 1-wire) 

4. Various data communication protocols (e.g. Bluetooth, Ethernet, WiFi) 

5. Connection and control of devices via the internet 

6. Connection and control of devices via mobile phones 

7. Message exchange M2M protocols  

8. Installation and programming of sensor networks (Wireless Sensor Networks) 

9. Implementation of closed-loop distributed systems 

10. Interface with industrial PLCs  

(4) TEACHING METHODS - ASSESSMENT 

MODE OF DELIVERY In-Class Face-to-Face  

USE OF INFORMATION AND 
COMMUNICATION TECHNOLOGY   

 
 

 Use of ICTs in lecturing 

 Use of ICTs in laboratory-based training 

 Use of ICTs for the communication with students via the 

e-class platform 

TEACHING ORGANISATION  
 

Method description / 
Activity 

Semester Workload 

Lectures 52 

Laboratory work  13 

Non-guided personal study  17 

Project-based assignments  25 

Homework  13 

  

Total Contact Hours 120 
 

ASSESSMENT METHODS  
 

Language of Assessment  
Greek 
 
Student assessment methods 

1. Written final examination (40%) 

 with exercises 

 with multiple choice questions 

2. teamwork assignment for the theoretical part of the 

course (with written report and oral assessment) (20%). 

3. teamwork assignment for the laboratory part of the 

course (with written report and oral assessment) (30%).  

4. Homeworks (10%). 

 

The course evaluation criteria are announced to the 

students at the beginning of the semester and are posted 

on the course website in eClass. 
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